We make trusted connections work.

Data-driven technologies change the way the world works. And the
more connected devices flourish, the more cybersecurity matters.

There are more digitally connected devices than ever before—and the world is just getting started.
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The rise in digital connectivity means added risk. 0100010101100001011101000110111101101110
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of facility cyberattacks are perpetrated
by those outside the organization’

1,862 publicly disclosed
data breaches in 2021’

of ransomware attacks on
manufacturing organizations in 2021
were caused by vulnerabilities that had
not yet been, or could not be patched"
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Cybercrime costs companies billions in lost revenue and system maintenance.

10.5

trillion .o yeor

Expected global
cybercrime damage
costs by 2025™

The average cost
of a single data breach'

The average cost of
unplanned downtime
in data centers™

Our “secure-by-design” philosophy assures that Eaton products meet rigorous cybersecurity standards
across the entire product development lifecycle—from inception to deployment to maintenance strategies.

Secure Development Lifecycle (SDL)
Only 24% of all loT devices utilize encryption
when transmitting data.”™ \We aim to stay ahead
of cybercriminals and manage cybersecurity
risks through a framework that involves threat

modeling, requirements analysis,

implementation, verification, secure
deployment, ongoing monitoring and

addressing new vulnerabilities.

In-house lab certification

About 42 percent of today’'s companies
have experienced an loT security breach in
the past two years.”® That's why we test
our connected devices at our UL-certified
labs. Under UL's Data Acceptance
Program, we test our intelligent and
embedded logic products against
established, measurable cybersecurity
criteria, so our customers can rest assured
that our products comply with industry
cybersecurity standards.

Cybersecurity best practices

It takes an average of 280 days to detect

a data breach.” Our cybersecurity
framework measures, classifies and
minimizes risk via customized vulnerability
analyses, penetration testing, malware
detection, static and binary code analysis
and protocol fuzzing, so you can reduce
or minimize cybersecurity risk.

We make what matters work.*

As the world gets more connected and more digital, the demand for power —
and cybersecurity — grows. We're committed to providing power management

technologies and services that are safe, reliable, efficient and sustainable.

Because that's what really matters. And we're here to make sure it works.
To learn more, visit Eaton.com/\WhatMatters.
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